# Genomlysning IT

Målet med denna genomlysning är att se hur er verksamhet utnyttjar it idag, samt hur ni kan utveckla IT för att få en kostnadseffektiv, stödjande och säker it miljö.

* Översyn av serverinfrastruktur.

Genomgång och inventering av servermiljön, vilka roller och system som ligger på dessa.

kontroll av vilka operativsystem som är installerade. Genomgång av säkerhet och redundans.

* Översyn av nätverksinfrastruktur, LAN, WAN, WiFi och ISP.

Genomgång och inventering av befintliga nätverksutrustningar. Kontroll om utrustningen har senaste version av programvara och säkerhetsnivå. Vilken internetleverantör nyttjas och vilken kapacitet finns på Internet-förbindelsen.

* Översyn av klienter.

Genomgång och inventering av klienter. Vilka operativsystem som används och vilken säkerhetsnivå dessa har.

Översyn av säkerhetsuppdateringar.

* Hur hanteras säkerhetsuppdateringar av servrar och klienter.
* Översyn av backup.

Vilken backup-lösning används och hur ser backup-rutiner och policies ut. Säkerställa att backupdata går att återläsa.

* Översyn av antivirus.

Vilken antivirus-lösning finns för klienter och servrar.

* Översyn av molntjänster.

Genomgång av vilka molntjänster som nyttjas.

* Översyn av dokumentation.

Genomgång av IT-miljöns dokumentation. Även lösenordshantering.

* Analys.

Utifrån översyn i ovanstående punkter, identifiera eventuella SPOF (singel point och failure), produkter som inte längre supporteras samt övergripande se över licensiering. Förslag på färbättringsområden. Detta sammanställs i en slutrapport.

Förutsättningar
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